
AI Strategy

Data protection policies

AI Policy

Tasks, powers, responsibilities Substantive AI rules Compliance procedures

Compliance- and risk 
assessment, incl. 

Provider management

Records of AI Activities
(ROAIA)

AI monitoring and 
incident management

Application or
use case owner

Second Line of Defense 
(DPO, CISO, Legal etc.)

Infrastructure 
services (IT etc.)

Rules on conduct

Assessment rules, 
quality standards

AI committee
(optional)

Code of Conduct

Rules on the use of 
providers

Management
functions

Requests of people 
affected

Information security
policies

Policies on use 
of IT resources

Further compliance policies 
(e.g., procurement)

Training, 
compliance audits

Case-​specific
AI Policies

Guidance, supporting 
materials

How the use of AI can be governed
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Further rules

Exceptions
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